POLICY FRAMEWORK AS REQUIRED UNDER PREVENTION OF MONEY LAUNDERING ACT
BackGround

The Prevention of Money Laundering Act, 2002 has come into effect from 1st July 2005. Necessary Notifications / Rules under the said Act have been published in the Gazette of India on 1st July 2005 by the Department of Revenue, Ministry of Finance, Government of India. As per the provisions of the Act, every banking company, financial institution (which includes chit fund company, a co-operative bank, a housing finance institution and a non-banking financial company) and intermediary (which includes a stock-broker, sub-broker, share transfer agent, banker to an issue, trustee to a trust deed, registrar to an issue, merchant banker, underwriter, portfolio manager, investment adviser and any other intermediary associated with securities market and registered under section 12 of the Securities and Exchange Board of India Act, 1992) shall have to maintain a record of all the transactions; the nature and value of which has been prescribed in the Rules under the PMLA. Such transactions include:-
a) All cash transactions of the value of more than Rs 10 lacs or its equivalent in foreign currency.

b) All series of cash transactions integrally connected to each other which have been valued below Rs 10 lakhs or its equivalent in foreign currency where such series of transactions take place within one calendar month.

c) All suspicious transactions whether or not made in cash and including, inter-alia, credits or debits into from any non monetary account such as demat account, security account maintained by the registered intermediary.

It may, however, be clarified that for the purpose of suspicious transactions reporting, apart from ‘transactions integrally connected’, ‘transactions remotely connected or related’ should also be considered.

Customer Due Diligence: The customer due diligence (“CDD”) measures would cover the following:

a) Obtain sufficient information in order to identify persons who beneficially own or control the securities account. Whenever it is apparent that the securities acquired or maintained through an account are beneficially owned by a party other than the client, that party should be identified using client identification and verification procedures. 
b) The beneficial owner is the natural person or persons who ultimately own, control or influence a client and/or persons on whose behalf a transaction is being conducted. It also incorporates those persons who exercise ultimate effective control over a legal person or arrangement.

c) Verify the customer’s identity using some reliable, independent source documents, data or information;

d) Identify beneficial ownership and control, i.e. determine which individual(s) ultimately own(s) or control(s) the customer and / or the person on whose behalf a transaction is being conducted;

e) Verify the identity of the beneficial owner of the customer and / or the person on whose behalf a transaction is being conducted, corroborating the information provided in relation to point (c) above; and

f) Conduct an ongoing due diligence and scrutiny of the transactions and account throughout the course of the business relationship to ensure that the transactions being conducted are consistent with the registered intermediary’s knowledge of the customer, its business and risk profile, taking into account, where necessary, the customer’s source of funds.

Policy for acceptance of clients: The organization needs to follow the following policy and procedure in order to identify the types of customers that are likely to pose a higher than the average risk of money laundering or terrorist financing. By establishing these policies and procedures, the organization will be in a better position to apply customer due diligence on a risk sensitive basis. 

Accordingly, the following safeguards are required to be followed while accepting the clients.
a) No account is opened in a fictitious / benami name or on an anonymous basis.

b) Know Your Client form to be filled completely. Special attention is to be given to items which are marked mandatory. 

c) Documents submitted for our records should be diligently verified with the originals. More importantly PAN card, proof of address needs to be verified with the originals. Further, details of PAN card should be compared with the income tax web site.
d) Copy of Latest I.T. return to be obtained from the client especially in case of an individual, and partnership firm
e) The client name and the names of directors and shareholders to be verified in the CIBIL database, SEBI Prosecution database, NSE’s database of regulatory actions against various entities, available at cibil.com, sebi.gov.in and nse-india.com respectively.

f) No client account to be opened where the important / mandatory details are not furnished by the client even after repeated follow ups. Further client account not to be opened in cases where information provided to us is suspected to be non genuine, there is a perceived non-cooperation of the client in providing full and complete information specially in respect of mandatory and / or important information.
g) Documentation requirement and other information to be collected in respect of different classes of clients would depend on the perceived risk and having regard to the requirement to the Prevention of Money Laundering Act 2002, guidelines issued by RBI and SEBI from time to time.

h) KYC needs to be updated on a regular basis for all the active clients. The extract of client master could be sent to all the active clients for updating KYC information.

i) No entity would be permitted to trade on behalf of another person / entity. 
j) To ensure that the clients identity does not match with any person having known criminal background or is not banned in any other manner, whether in terms of criminal or civil proceedings by any enforcement agency worldwide.

k) Factors of risk perception (in terms of monitoring suspicious transactions) of the client are clearly defined having regard to clients’ location (registered office address, correspondence addresses and other addresses if applicable), nature of business activity, trading turnover etc. and manner of making payment for transactions undertaken. The parameters should enable classification of clients into low, medium and high risk. Clients of special category (as given below) may, if necessary, be classified even higher. Such clients require higher degree of due diligence and regular update of KYC profile. 

Risk-based Approach: The customer due diligence measures should be on a risk sensitive basis. Accordingly the customer due diligence process should be different for a high risk category client as compared to those made applicable for clients appearing in low risk category. High risk clients may cover the following:-

a) Non resident clients 

b) High net worth clients, 

c) Trust, Charities, NGOs and organizations receiving donations 

d) Companies having close family shareholdings or beneficial ownership 

e) Politically exposed persons (PEP) of foreign origin 

f) Current / Former Head of State, Current or Former Senior High profile politicians and connected persons (immediate family, Close advisors and companies in which such individuals have interest or significant influence)

g) Companies offering foreign exchange offerings 

h) Clients in high risk countries (where existence / effectiveness of money laundering controls is suspect, where there is unusual banking secrecy, Countries active in narcotics production, Countries where corruption (as per Transparency International Corruption Perception Index) is highly prevalent, Countries against which government sanctions are applied, Countries reputed to be any of the following – Havens / sponsors of international terrorism, offshore financial centers, tax havens, countries where fraud is highly prevalent. 

i) Non face to face clients 

j) Clients with dubious reputation as per public information available etc. 

The above list is only illustrative and shall be amended as and when deemed fit.

Transaction monitoring and reporting especially Suspicious Transactions Reporting (STR):
Using our analytical skills and by exercising due precaution we need to monitor and report about the suspicious transactions:-

a) Clients whose identity verification seems difficult or clients appears not to cooperate
b) Clients in high-risk jurisdictions or clients introduced by other clients based in high risk jurisdictions;
c) Substantial increases in business without apparent cause ;
d) Further, it should be ensured that there is no tipping off to the client at any level
Responsibilities of the Principal Officer:
1. The Principal Officer should record his reasons for treating any transaction or a series of transactions as suspicious. It should be ensured that there is no undue delay in arriving at such a conclusion. 

2. The Principal Officer will be responsible for timely submission of Cash Transaction Report (CTR) and Suspicious Transaction Report (STR) to FIU. 

Broad categories of reason for suspicion and examples of suspicious transactions are indicated as under:

(A) Identity of Client 
· False identification documents
· Identification documents which could not be verified within reasonable time
· Doubt over the real beneficiary of the account
· Accounts opened with names very close to other established business entities
(B) 
Suspicious Background
· Suspicious background or links with known criminals
(C) Multiple Accounts

· Large number of accounts having a common account holder, introducer or authorized signatory with no rationale
· Unexplained transfers between multiple accounts with no rationale
(D) Activity in Accounts

· Unusual activity compared to past transactions
· Use of different accounts by client alternatively
· Pay in for a client coming from different accounts
· Sudden activity in dormant accounts
· Activity inconsistent with what would be expected from declared business
· Account used for circular trading
(E) Nature of Transactions

· Unusual or unjustified complexity
· No economic rationale or bona fide purpose
· Source of funds are doubtful
· Appears to be case of insider trading
· Investment proceeds transferred to a third party
· Transactions reflect likely market manipulations
· Suspicious off market transactions 
· Asset management services for clients where the source of the funds is not clear or not in keeping with clients apparent standing /business activity
· Steps must be taken to ensure that the securities bought under suspicious transactions are not returned to the client 
(F) Value of Transactions

· Value just under the reporting threshold amount in an apparent attempt to avoid reporting
· Large sums being transferred from overseas for making payments
· Inconsistent with the clients apparent financial standing
· Inconsistency in the payment pattern by client
· Block deal which is not at market price or prices appear to be artificially inflated/deflated.

Retention of Records: All necessary records on transactions, both domestic and international, should be maintained for the minimum period as required under the relevant Act (PMLA, 2002 as well SEBI Act, 1992) and other legislations, Regulations or exchange bye-laws or circulars. 

a) Records on customer identification (e.g. copies or records of official identification documents like passports, identity cards, PAN Card copy, address proof copy, driving licenses or similar documents), account files and business correspondence should also be kept for the period as required statutorily. 
b) If any document is required for any investigative purpose, then the document should be retained till the conclusion of the audit / investigation. 
In accordance with Section 12 of PMLA, the Company shall take appropriate steps to evolve a system for proper maintenance and preservation of account information in a manner that allows data to be retrieved easily and quickly whenever required or when requested by the competent authorities. Further, the Company must also preserve and maintain all necessary records pertaining to the identification of the customer and his address (e.g. copies of documents like passports, identity cards, driving licenses, PAN, utility bills etc.) obtained while opening the account and during the course of business relationship for at least Ten Years from the date of cessation of transaction between the Company and the customer, so as to provide, if necessary, evidence for prosecution of persons involved in criminal activity.
Hiring policies and training with respect to anti-money laundering: To have adequate screening procedures in place to ensure high standards when hiring employees. To identify the key positions within the organization structures having regard to the risk of money laundering and terrorist financing and the size of its business and ensure the employees taking up such key positions are suitable and competent to perform their duties. 
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